Public key cryptography: an introduction

Cryptology is defined as the science of storing, managing, transmitting and transforming information in untrusted environments. The area of public key cryptography considers scenarios in which the involved users do not share a priori high entropy secrets, and must moreover communicate using insecure channels.

This course is an introduction to this fascinating area, focusing on the mathematical foundations behind the cryptographic constructions. We will present several cryptographic constructions for different application scenarios (e.g. encryption, signatures, key exchange schemes), and also introduce a few advanced tools (e.g. oblivious transfer, zero knowledge proofs). Further, it is our goal to give students basic techniques for understanding and developing cryptographic proofs and recognizing their practical implications.

Outline of Sessions

1. Introduction to Cryptography
2. Key establishment, Encryption Schemes.
3. Signature Schemes
4. Cryptanalysis (practical session!)
5. Advanced Topics (for exciting applications)